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APPENDIX  E 
 GENERAL PRINCIPLES FOR AUTHORIZING AND 

AUTHENTICATING INDIVIDUALS, SETTING ACCESS CONTROLS, 
AND AUDITING IN A HEALTH INFORMATION EXCHANGE  

Assumptions 

A.1 A Health Information Exchange will require all participants to sign a standard participation agreement. This 
agreement will specify the terms of the relationship and the roles, rights and responsibilities of each party. 
The signing of this agreement means that each participant will adhere to the policies and procedures of the 
Health Information Exchange. 

A.2 Health Information Exchanges will define the type of patient health information to be exchanged or accessed 
between organizations participating in a Health Information Exchange. 

A.3 Health Information Exchanges will exchange patients’ health information using national standards for data 
content and data definitions. 

A.4 The exchange of patient health information through a Health Information Exchange will occur using standard-
based messaging and/or view-only access to provider’s electronic health records. 

A.5 All organizations participating in a Health Information Exchange will have adopted and implemented generally 
accepted security programs, policies, and procedures to ensure the confidentiality, integrity, and availability of 
patients’ health information.   

Authorization Principles  

P1.1 All individuals having access to patients’ health information through a Health Information 
Exchange will be assigned a unique ID for accessing the health information.  Consistent with the 
authentication principles, each ID for accessing patients’ health information shall require at least 
single-factor authentication (e.g., password) to access health information. 

P1.2 When an individual is granted access to patients’ health information through a Health 
Information Exchange from a particular organization participating in a Health Information 
Exchange, it should be that participating organization’s responsibility to authorize, maintain, and 
terminate the individual’s access to patient health information.   

P1.3 The ability of individuals to access patients’ health information through a Health Information 
Exchange should be set using role-based access standards which are developed and accepted by 
all organizations participating in a Health Information Exchange. 

P1.4 All organizations participating in a Health Information Exchange should develop and accept 
security credentialing guidelines for authorizing individuals to access patients’ health information 
through a Health Information Exchange.  The security credentialing guidelines and process 
should be as streamlined as possible and minimally include: a) verifying the identity of 
individuals authorized to access/exchange health information; b) defining the appropriate role-
based access for individuals authorized to access/exchange health information; and c) providing 
individuals the information and mechanisms to be authenticated when accessing/exchanging 
health information.   

P1.5 Medical credentialing of health care providers (distinct from security credentialing) should not be 
required by organizations participating in a Health Information Exchange when the health care 
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provider is only exchanging health information using standard-based messages or accessing 
health information in view-only access. 

Authentication Principles  

P2.1 All organizations participating in a Health Information Exchange should minimally require single-factor 
authentication for verifying the identity of all individuals authorized to access patients’ health information 
within each organization. 

P2.2 All organizations participating in a Health Information Exchange should minimally require two-factor 
authentication for verifying the identity of all individuals accessing patients’ health information through the 
Health Information Exchange (i.e., across participating organizations). 

P2.3 Authentication of individuals accessing patients’ health information through a Health Information Exchange 
should be as seamless as possible when accessing information across participating organizations. 

P2.4 From the end-user’s perspective (i.e., health care providers), the authentication of individuals accessing 
patients’ health information through a Health Information Exchange should be the same process regardless of 
which participating organization’s health information is being accessed.  

Access Control Principles  

P3.1 Health care providers should only access information for patients with whom they have a 
treatment relationship and then only the health information relevant to the treatment being 
provided. 

P3.2 All organizations participating in a Health Information Exchange should develop and accept 
written policies and procedures for accessing and exchanging patients’ health information 
through the Health Information Exchange. 

P3.3 All organizations participating in a Health Information Exchange should develop and accept 
minimum standard training requirements for educating individuals about the policies and 
procedures for accessing/exchanging patients’ health information through a Health Information 
Exchange. 

P3.4 All organizations participating in a Health Information Exchange should develop and accept 
common sanction policies for addressing situations when individuals violate the policies and 
procedures for accessing/exchanging patients’ health information through the Health Information 
Exchange. 

P3.5 Health Information Exchanges should develop policies and procedures for disabling individuals’ 
access to patients’ health information through a Health Information Exchange for inappropriately 
accessing patients’ health information. 

P3.6 Health Information Exchanges should have policies and procedures for terminating a logged-in 
individual’s session accessing patients’ health information due to inactivity within the session. 

Auditing Principles 

P4.1 All organizations participating in a Health Information Exchange should develop and accept 
minimum standards for routine auditing of individuals’ access to patients’ health information 
through the Health Information Exchange.  

P4.2 All organizations participating in a Health Information Exchange should maintain audit logs that 
document individuals accessing patients’ health information.  The audit logs should minimally 
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identify: a) the individual accessing the health information; b) the health information being 
accessed; c) the date and time of the access; and d) all failed log-ins.  

P4.3 All organizations participating in a Health Information Exchange should develop and accept: a) 
the data elements to be maintained and exchanged for auditing individuals’ access to patient 
health information; b) the frequency at which the auditing data will be exchanged between 
organizations participating in the Health Information Exchange; and c) the minimum retention 
time of audit logs maintained for auditing individuals’ access to patient health information.   

P4.4 All organizations participating in a Health Information Exchange should develop and accept 
procedures for: a) alerting other participating organizations of situations where patients’ health 
information may have been inappropriately accessed; and b) jointly investigating situations 
where patients’ health information may have been inappropriately accessed. 

 




